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| **实验概述** |
| 【实验目的及要求】  （1）、学习了解网络侦听  （2）、学习抓包工具wireshark的简单使用  （3）、对所侦听到的信息作初步分析  （4）、从侦听到的信息中分析TCP的握手过程，进行解释  （5）、分析了解TCP握手失败时的情况  【实验环境】  macOS Sierra 10.12.6 |
| **实验内容** |
| 【实验过程】  一、实验步骤及实验数据： 3.1 wireshark的安装 wireshark的二进制安装包可以在官网https://www.wireshark.org/download.html下载，或者可以在其他网站下载。  注意：下载后双击执行二进制安装包即可完成wireshark的安装。安装包里包含了WinPcap，并不需要单独安装WinPcap。 3.2 查看本机的网络适配器列表 **操作：**单击菜单Capture中的Options选项    记录下你看到的信息，并回答问题：  （1）、你机器上的网络适配器有几个？14个。  （2）、它们的编号分别是？  如图3-1所示，有5个接口的 mac 地址及 IP 地址能够被显示，其余的均无地址。   3.3 在指定网络适配器上进行监听 **操作：**在步骤3.2中弹出的选项中，选择指定的网络适配器WiFi: en0并单击开始按钮  记录并解释wireshark监听的包内容（解释1条记录即可）    报文第一行：641Bytes是报文大小  报文第二行：发送方与接收方各自的 mac 地址  报文第三行：发送方与接收方各自的 ip 地址  报文第四行：发送方的端口号（55680）接收方的端口号（80）请求序列号为1，回执序列号1。数据长度为587。 3.4 记录一个TCP三次握手过程 **操作：**在步骤3.3的基础上，单击start按钮后，打开命令行窗口并输入：telnet bbs.gznet.edu.cn，然后停止继续侦听网络信息。  在wireshark的Filter中输入表达式：  (ip.src==192.168.191.3 or ip.dst==192.168.191.3) and (tcp.dstport==23 or tcp.srcport==23)    其中192.168.191.3是我所在机器的IP。telnet服务的传输层采用了tcp协议，并且其默认端口是23。  在wireshark窗口中，记下所显示的内容（可事先通过重定向的方式记录）并回答问题。   1. 根据得到的信息解释所键入的filter定制中的参数的含义？   发送方IP地址是192.168.191.3或者接收方IP地址是192.168.191.3且发送方端口是23或接收方端口是23的TCP连接。  （2）请从得到的信息中找出一个TCP 的握手过程。并用截图形式记录下来。    （3）结合得到的信息解释TCP 握手的过程。  第一行：192.168.191.3请求建立连接(seq=0)  第二行：223.252.199.66收到报文(ack=1)，做出回应(seq=0)  第三行：192.168.191.3收到报文(seq=1)，做出回应(seq=1) 3.5 一个TCP握手不成功的例子 **操作：**在步骤3.3的基础上，单击start按钮后，打开命令行窗口并输入：telnet 192.168.1.101，然后停止继续侦听网络信息。  在wireshark的Filter中输入表达式：  ip.src==172.28.234.86 or ip.dst==172.28.234.86 and (tcp.dstport==23 or tcp.srcport==23)  其中172.28.234.86是我机器更换的IP，telnet服务是tcp协议并且其默认端口是23。  上面的IP 172.28.234.86 可改为任何没有打开telnet 服务的IP。比如：可以用身边同学的IP。（注：此IP 的机器上要求没有打开telnet 服务，但要求机器是开的，否则将无法主动拒绝一个TCP 请求）   1. 试从得到的信息中找出一个TCP 的握手不成功的过程，并用截图记录下来      1. 并结合所得到的信息解释这个握手不成功的例子。   本地的 IP发送第一次请求的报文给125.217.247.47，由于125.217.247.47没有打开 telnet 服务，故收到的是拒绝连接的报文，握手不成功。 3.6 侦听网络上的ARP包 关于 ARP 的说明：IP 数据包常通过以太网发送。但以太网设备并不识别32 位IP 地址:它们是以48 位以太网地址传输以太网数据包的。因此，必须把IP 目的地址对应到以太网的MAC 地址。在这两种地址之间存在着某种静态的或算法的映射，常常需要查看一张表。地址解析协议(Address Resolution Protocol,ARP)就是用来确定这些映象的协议。  ARP 工作时,送出一个含有所希望的IP 地址的以太网广播数据包。目的地主机或另一个代表该主机的系统以一个含有IP 和以太网地址对的数据包作为应答。发送者将这个地址对高速缓存起来，以后再需要向这个IP 发送消息时，通过直接查表就可以得要这台主机对就的MAC 地址了。  要看本机的 ARP 表（也即IP 与MAC 地址对应表）中的内容，只需在命令行方式下键入：arp –a命令即可。在下面的实验中，为了能够捕捉到ARP 消息，最好的做法是先将本机的ARP 表中的内容清空。这样当你使用Ping 命令时，它会首先使用arp 消息来查询IP 的MAC 地址。（当本地的ARP 表中有这个IP 对应的MAC 地址时，是不会再查询的）。要将本机的ARP 表中的内容清空，请使用命令：arp –d \*。关于ARP 更进一步的说明，请同学到网上查阅相关资料。  **操作：**在步骤3.3的基础上，单击start按钮后，打开命令行窗口并输入：  arp –d (清除ARP表)  ping 192.168.1.101 (Ping 任意一个和你的主机在同一个局域网的IP，说明:被Ping 的主机不能开防火墙）。  在wireshark的Filter中输入表达式：arp，然后就能会出现ARP 消息的记录。  4  请根据记录回答以下问题：   1. 记录下你所看到的信息，用截图形式。（找到ARP请求和ARP应答两个报文）      1. 请分析解释你的记录中的内容表示什么意思，从而说明ARP的工作原理。   ARP 通过广播的方式发出一个请求，寻找192.168.191.1，192.168.191.1收到这个包，并予以回应，回复其 mac 地址。 3.7 侦听网络上的ICMP包 关于 ICMP 的说明：ICMP 是“Internet Control Message Protocol”（Internet 控制消息协议）的缩写。它是TCP/IP 协议族的一个子协议，用于在IP 主机、路由器之间传递控制消息。控制消息是指网络通不通、主机是否可达、路由是否可用等网络本身的消息。这些控制消息虽然并不传输用户数据，但是对于用户数据的传递起着重要的作用。  我们在网络中经常会使用到 ICMP 协议，只不过我们觉察不到而已。比如我们经常使用的用于检查网络通不通的Ping 命令，这个“Ping”的过程实际上就是ICMP 协议工作的过程。还有其他的网络命令如跟踪路由的Tracert 命令也是基于ICMP 协议的。另外，ICMP 消息也常常被用于作为网络攻击的手段。关于ICMP 更进一步的说明，请同学到网上查阅相关资料。  **操作：**在步骤3.3的基础上，单击start按钮后，打开命令行窗口并输入：  ping 192.168.1.101 (Ping 任意一个和你的主机在同一个局域网的IP,说明:被Ping 的主机不能开防火墙）。  在wireshark的Filter中输入表达式：icmp，然后就能会出现ICMP 消息的记录。  5  请根据记录回答以下问题：   1. 记录下你所看到的信息？（找到回声请求和回声应答两个报文）      1. 请分析解释一下你的记录中的内容，从而说明ping应用的原理。（提示：因为ICMP 报文是放在IP 报文中发送的，故wireshark侦听到的报文中有部分内容是属于ICMP 报文的，另有部分内容是属于IP 报文的，请注意加以区分）   第一行中，本机向192.168.192.1发送一个Echo request 报文，目标地址接收到报文后，回应一个Echo reply 报文，本机收到报文后就可以确认目标地址是可达的，并确认存活。因此 ping 应用的原理就是通过发送Echo request报文到某一个特定的地址，根据是否收到Echo reply报文判断目标地址是否可达。 |
| **小结** |
| **本次实验内容较多，在这个过程我也学习到很多东西，包括 wireshark 的基本使用；观察到 TCP三次握手的过程以及了解了握手失败的情况；掌握了 ping 应用的使用以及原理，对 ARP 表和 IMCP 的工作方式有了初步的认识。实验过程也遇到不少问题，很多问题的原因是对理论知识了解不够透彻，通过把基础知识巩固之后，很多困难也就迎刃而解了。** |
| **指导教师评语及成绩** |
| 评语：  成绩：            指导教师签名：                                                 批阅日期： |